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A description of multimodal biometric system using
Iris and fingerprint traits

Deepak Saraswat

Abstract— Multibiometric systems imitate the unification of two or more unimodal biometric systems. Such systems are
predicted to be more sound due to the residence of multiple independent pieces of evidence. Hence they sign in at unparalleled
levels of security. In this paper, multimodal biometrics which is a combination of iris and fingerprint is presented. Comparing to
other biometrics, iris recognition is having low false acceptance rate. Various fusion techniques of iris and fingerprint with
advantages and limitations are discussed
Key words: Unimodal Biometrics, Multimodal Biometrics, Iris Recognition, Finger Print Recognition.

I. INTRODUCTION

Human verification was carried out using password or ID cards but they can be easily forgotten, guessed or stolen. Biometric refers
to identification of individual by using physical or behavioral characteristics. Biometrics is an emerging technology for personal
identification. These cannot be misplaced, guessed, forgotten, or forged. But biometrics used in real world is unimodal. The
unimodal biometric rely on single source of information. The unimodal biometrics faces variety of problems such as noisy data,
intra class variation, non-universality and spoofing. Face recognition is affected by position, happiness, sadness, amount of light. In
finger print recognition, 2% of population does not have legible finger prints and therefore cannot be enrolled in to biometric
recognition system. If the biometric sensed is noisy like a scar on finger print or iris is shaded with eyelids, the resultant matching
score is not reliable. Each biometric technique has strength and weakness. The disadvantage with one biometric is physical
characteristics of a person may not be always available. These problems tend to increase false accept rate (FAR) and false rejection
rate (FRR). Some of the limitations can be overcome by including multiple source of information.
Multimodal biometric refers to combination of two or more biometric traits. The main aim of multimodal biometric is to reduce the
error as low as possible and to improve recognition rate. Multiple biometric are difficult to spoof [1] False acceptance rate in finger
print is 1 in 100,000. Pregnant and other medication may affect hand geometry. Voice can be easily mimicked by people who are
expert in mimicking. DNA loses accuracy because it does not make out differentiation between monozygotic twins [2-5].Some of
the multimodal applications are Biometric door lock security systems are used at those places where you have important information
and stuffs. In such places multi biometric electronic door lock security systems that are based on finger print and iris recognition
may be used for security purpose.
Biometric system operates in two modes namely enrollment and identification. All users’ biometric features and other useful
information is stored in data base in the form of a template with user identity in enrollment mode. In authentication mode, once
again biometric data is captured and compared with templates corresponding to claimed identity
Biometric modalities are captured at sensor module and given as input to feature extraction module. Features are extracted after
preprocessing from different modalities and then further given as input to matching module for comparison. Extracted features are
compared with templates which are stored in the database in matching module and further it is processed in decision module. In
decision module it is accepted or rejected [3].Multimodal biometric system can operate in three modes namely Serial, Parallel and
Hierarchical modes.

A. Serial mode
Processing of different inputs in sequence, multiple traits need not be acquired simultaneously. Decision can be done before
acquiring all traits and this reduces recognition time. eg. Bank ATMS

B. Parallel mode
Information about multiple modal are used simultaneously to perform recognition.eg. Military

C. Hierarchical mode
Individual classifiers are into tree like structure Fig1 and Fig 2 shows serial and parallel modes of multimodal biometrics [6-8].
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applications. There are also other advantages in multimodal biometric systems, including the ease of use, robustness to noise, and
the availability of low cost.
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