) iJRASET

& International Journal For Research in
Applied Science and Engineering Technology

INTERNATIONAL JOURNAL
FOR RESEARCH

IN APPLIED SCIENCE & ENGINEERING TECHNOLOGQGY

Volume: 2 Issue: | Month of publication: January 2014

DOI:

www.ijraset.com
Call: (£)08813907089 | E-mail ID: ijraset@gmail.com




www.ijraset.com

Vol. 2 Issue I, January 2014
ISSN: 2321-9653

INTERNATIONAL JOURNAL FOR RESEARCH IN APPLIED SCIENCE
AND ENGINEERING TECHNOLOGY (IJRASET)

Simulation of AODV Routing protocol

Isha Gautam
Vadodara Institute of Engineering /ECE/V adodara/lndia
| shagautam86@gmail.com

Abstract—A Mobile Ad hoc NETwork isakind of
Wir eless ad-hoc network, and isa self configuring network of

Mobilerouters connected by wireless links. Mobile Ad-Hoc
Network (MANET) is a wireless network without
infrastructure. Self configurability and easy deployment
feature of the MANET resulted in numerous applicationsin

this modern era. Efficient routing protocols will make
MANETSsréliable. I n this paper, an attempt has been made

to know protocols AODV.The simulation of AODV has been

done by using simulation tool NS2 which is the main
simulator, NAM (Network Animator) and excel graph
which isused for preparing the graphsfrom thetracefiles.

Keywords— MANET, Application of MANET, Classification
of Adhoc routing protocol, AODV, Simulation & Result.

l. INTRODUCTION

Anad-hoc network is a collection of wireless mobile hosts
forming a temporary network without the aid of any stand-alone
infrastructure or centralized administration. Mobile Ad-hoc
networks are self- organizing and self-configuring multihop
wireless networks where, the structure of the network changes
dynamically. Thisis mainly due to the mobility of the nodes.
Nodes in these networks utilize the same Random access
wireless channel, cooperating in afriendly manner to engaging
themsel ves in multihop forwarding. The node in the network
not only acts as hosts but also as routers that route data to/from
other nodes in network. Each deviceina MANET isfreeto
move independently in any direction, and will therefore change
itslinks to other devices frequently. Each must forward traffic
unrelated to its own use, and therefore be arouter. Routing in
ad-networks  has been a challenging task ever since the wire-
less networks came into existence. The major reason for thisis
the constant change in network topology because of high degree
of node mobility. A number of protocols have been developed
for accomplish this task. Routing is the process of selecting
paths in a network along which to send network traffic. In
packet switching networks, routing directs packet forwarding,
the transit of logically addressed packets from their source
toward their ultimate destination through intermediate nodes.
An ad hoc routing protocol is a convention, or standard, that
controls how nodes decide which way to route packets between
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computing devices in a mobile ad-hoc network. In adhoc
networks, nodes do not start out familiar with the topology of
their networks; instead, they have to discover it. The basic idea
isthat a new node may announce its presence and should listen
for announcements broadcast by its neighbors. Each node learns
about nodes nearby and how to reach them, and may announce
that it, too, can reach them. Wireless ad-hoc networks have
gained a lot of importance in wireless communications.
Wireless communication is established by nodes acting as
routers and transferring packets from one to another in ad-hoc
networks. Routing in these networks is highly complex due to
moving nodes and hence many protocol s have been devel oped.
In this paper we have selected three main and highly proffered
routing protocols for analysis of their performance. Figurel
below represents the scenario of MANET.

1. APPLICATION OF MANET

With the increase of portable devices aswell as progressin
wireless communication, ad hoc networking is gaining
importance with the increasing number of widespread
applications.

o Military battlefield. Military equipment now routinely
contains some sort of computer equipment. Ad hoc
networking would allow the military to take advantage
of commonplace network technology to maintain an
information network between the soldiers, vehicles,
and military information head quarters. The basic
techniques of ad hoc network came from thisfield.

o« Commercial sector. Ad hoc can be used in
emergency/rescue operations for disaster relief efforts,
e.g. infire, flood, or earthquake. Emergency rescue
operations must take place where non-existing or
damaged communications infrastructure and rapid
deployment of a communication network is needed.
Information is relayed from one rescue team member
to another over a small handheld. Other commercial
scenarios include eg. ship-to-ship ad hoc mobile
communication, law enforcement, etc.

o Local level. Ad hoc networks can autonomously link
aninstant and temporary multimedia network using




www.ijraset.com

Vol. 2 Issue I, January 2014
ISSN: 2321-9653

INTERNATIONAL JOURNAL FOR RESEARCH IN APPLIED SCIENCE
AND ENGINEERING TECHNOLOGY (IJRASET)

notebook computers or palmtop computers to spread

and share information among participants a an eg.
conference or classroom. Another appropriate local
level application might bein home networks where
devices can communicate directly to exchange
information. Similarly in other civilian environments
like taxicab, sports stadium, boat and small aircraft,
mobile ad hoc communications will have many
applications.

I11.  CLASSIFICATION OF ADHOC ROUTING
PROTOCOL

Routing protocol in MANET can be classified into several ways
depending upon their network structure, communication model,
routing strategy, and state information and so on but most of
these are done depending on routing strategy and network
structure Based on the routing strategy the routing protocols can
be classified into two parts: 1.Table driven and 2. Source
initiated (on demand) while depending on the network structure
these are classified as flat routing, hierarchical routing and
geographic position assisted routing. Flat routing covers both
routing protocols based on routing strategy.

Ad hoc routing protocols

' '

: i ) Geographic position
Flat routing Hierarchical routing assisted routing

—

Proactive Reactive

o AL LT

FSR FSLS OLSR TBRPF ~ AODV DSR  HSR CGSR ZRP LANMAR  GeoCast ~ LAR DREAM GPSR

Figure 1. Classification of Adhoc Routing Protocol

IV. AODV (ApHOC ON pemanp DIsrance vecTor)

AODV is a variation of Destination-Sequenced Distance-
Vector (DSDV) routing protocol which is collectively based on
DSDV and DSR. It aims to minimize the requirement of
system-wide broadcasts to its extreme. It does not maintain
routes from every node to every other node in the network
rather they are discovered as and when needed & are
maintained only as long as they are required.

The key steps of algorithm used by AODV for establishment of
Uni-cast routes are explained below.

When a node wants to send a data packet to a destination node,
the entries in route table are checked to ensure whether there is
acurrent route to that destination node or not. If it is there, the
data packet is forwarded to the appropriate next hop toward the
destination. If it isnot there, the route discovery processis
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initiated. AODV initiates a route discovery process using Route
Request (RREQ) and Route Reply (RREP). The source node
will create a RREQ packet containing its |P address, its current
sequence number, the destination’s IP address, the destination’s
last sequence number and broadcast ID. The broadcast ID is
incremented each time the source node initiates RREQ.
Basically, the sequence numbers are used to determinethe
timeliness of each data packet and the broadcast ID & the IP
address together form a unique identifier for RREQ so asto
uniquely identify each request. The requests are sent using
RREQ message and the information in connection with creation
of arouteis sent back in RREP message. The source node
broadcasts the RREQ packet to its neighbors and then sets a
timer to wait for areply. To process the RREQ, the node sets up
areverse route entry for the source node in itsroute table. This
helps to know how to forward a RREP to the source. Basically
alifetime is associated with the reverse route entry and if this
entry is not used within thislifetime, the route information is
deleted. If the RREQ islost during transmission, the source
node is alowed to broadcast again using route discovery
mechanism.

The source node broadcasts the RREQ packet to its neighbors
which in turn forwards the same to their neighbors and so forth.
Especially, in case of large network, thereis a need to control
network-wide broadcasts of RREQ and to control the same; the
source node uses an expanding ring search technique. In this
technique, the source node setsthe Timeto Live (TTL) value of
the RREQ to aninitial start value. If there is no reply within the
discovery period, the next RREQ is broadcasted witha TTL
value increased by an increment value. The process of
incrementing TTL value continues until athreshold valueis
reached, after which the RREQ is broadcasted across the entire
network.

When the destination node or an intermediate node with aroute
to the destination receives the RREQ, it creates the RREP and
Unicast the same towards the source node using the node from
which it received the RREQ as the next hop. When RREP is
routed back aong the reverse path and received by an
intermediate node, it sets up a forward path entry to the
destination in its routing table. When the RREP reaches the
source node, it means a route from source to the destination has
been established and the source node can begin the data
transmission.

A route discovered between a source node and destination node
is maintained as long as needed by the source node. Since there
ismovement of nodesin mobile ad hoc network and if the
source node moves during an active session, it can reinitiate
route discovery mechanism to establish a new routeto
destination. Conversely, if the destination node or some
intermediate node moves, the node upstream of the break
initiates Route Error (RERR) message to the affected active
upstream neighbors/nodes. Consequently, these nodes
propagate the RERR to their predecessor nodes. This process
continues until the source node is reached. When RERR is
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0.25
received by the source node, it can either stop sending the data
or reinitiate the route discovery mechanism by sending a new 0.2
RREQ message if the route is till required
A. Benefits and limitation of AODV 0.15
The benefits of AODV protocol are that it favors the least
congested route instead of the shortest route and it also supports 0.1
both Unicast and multicast packet transmissions even for nodes
in constant movement. It also responds very quickly to the 0.05
topological changes that affects the active routes. AODV does
not put any additional overheads on data packets as it does not 0
makg use pf source routing. _ _ _ 0 50 100 150 200 250 300
The limitation of AODV protocol isthat it expects/requires that
the nodes in the broadcast medium can detect each others’ no of nodes
broadcasts. It is also possible that a valid route is expired and by route discovery propagation, transfer times etc.While the
the determination of a reasonable expiry timeis difficult. The nodes are less than 400 nodes, the delay of AODV isalittle
reason behind thisiis that the nodes are mobile and their sending more because of cluster forming.
rates may differ widely and can change dynamically from node
to node. Throughput Analysis

IV SIMULATION AND RESULT

Throughput analysis of AODV

The following metrics are used in this paper for the analysis of
AODYV routing protocols. e
i) Packet Delivery Ratio '

ii) Average End to End Delay o1
iii) Throughout '
iv) average control packet

Packet delivery ratio _ _ 0.08
packet delivery ratio

0.06

90.1

90 0.04
89.9 002
89.8
89.7 0 50 100 150 200 250 300
89.6 no of nodes
895 As the number of node increase throughput is increase.
89.4 Throughput increasing from node 50 to node 250.

89.3

Average control packet
0 50 100 150 200 250 300

no of nodes figure show the route overhead of the comparing route protocol.
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The packet delivery ratio in this simulation is defined as the
ratio between the number of packets sent by constant bit rate
sources and the number of received packets by the CBR sink at
destination. It describes percentage of the packets which reach
the destination. AODV shows high packet delivery ratio.

CONCLUSION

In this paper we proposed a new routing model which maintain
node hierarchical based on AODV .our routing scheme hybrid in
nature asit uses both flat and hierarchical approach for finding
the route to destination

The Simulation result show that AODV provide better packet
delivery rate with less route latency and overhead. The result
confirm achieve better scalability.
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