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Abstract-- Software Management includes the study and analysis of the software development in an organize way so that the 
transparency of the whole system will be improved. Some of the common software management approaches like CMM and 
SPICE gives the quantitative model of software process management. But these methods are based on the accuracy and the 
reliability of the input data to the system. If the data is impure or some distorted or damaged data is there the quantitative results 
driven from these models are also not reliable. Therefore it is required to analyze the reliability of the metrics under different 
factors that can affect the reliability factor. The presented work is about to estimate the reliability vector of this data for different 
metrics of software process model under different criteria. In the existing work, a game theory based work is defined to analyze 
the quality or the reliability of the collected data. The presented work is also in the same direction to estimate the data or the 
metrics reliability. We will define the better view of the reliability factors. The existing system does not include the type of 
application or the software as the major criteria. Because the efforts or the processing approach followed by a developer is surely 
inspired from the type or the criticality of the application. To perform this, we will generate a new survey based on new 
questionnaire set and identify the developer perspective under the heading of software type and criticality. The improved 
question set will give the more clearly and application specific view of the developer. Finally the game theory will be 
implemented to get the conclusion regarding the analysis. The result analysis will be performed in the form of graphs. 
Keywords--  software management, game theory, software reliability, questionnaire, MATLAB, Java. 

I. INTRODUCTION 
Software Reliability is the probability of failure free software which work for a specified period of time in a specified environment. 
Software Reliability is also an important factor affecting system reliability. Software reliability is different from hardware reliability 
because it defines the design perfection, rather than manufacturing perfection. The high complexity of software is the major 
contributing factor of Software Reliability problems. There are two types of reliability 

A. Hardware Reliability 
 It is the ability of hardware to perform its functions for some period of time without any failure. It is expressed as MTBF which 
means mean time between failures. The hardware reliability is described on the basis of bath tub curve. 

 

The above diagram describes the burn in phase, the useful phase that is which is very beneficial and wear out phase means that 
when the software is on the last stage. 
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B. Software Reliability 
Software Reliability is the probability of failure free software which work for a specified period of time in a specified environment. 
Software Reliability is also an important factor affecting system reliability. Software reliability is different from hardware reliability 
because it defines the design perfection, rather than manufacturing perfection. Below diagram describes the software reliability. 

 
In the above diagram the upgrades defines the features upgrades and not upgrades for reliability. When we apply the feature upgrade 
the complexity of software is l increased and the functionality of software is enhanced. The bug fixes sometimes lead to more 
software failures .Sometimes when we try to fix some problems or defects they can induce more defects in the system. 
The main objective of the software reliability is to define a question hair with improved reliability vectors that will be passed to the 
industry level to obtain the view of different developers. So that the effectiveness of the input data to software process model will be 
quantify. Identify the critical and the non critical factors to perform the analysis. Define a game theory based on system to relate & 
identify the effect of the software process model metrics and the reliability vector under the developer’s perspective. Simulate the 
system to identify the reliability of the data and present the results in graph form. There are number of software process model used 
to analyze the software system. But the reliability of these models is based on the reliability of the collected data. The presented 
work is about to perform the analysis of reliability of the input data so that reliability of the process model will be analyzed and 
improved.  The presented work is about to analyze the reliability of the metrics collection parameters so that the improvement will 
be performed in the critical areas. The presented system will improve the reliability of the data as well as the system. 

II. RESEARCH METHODOLOGY 
To analyze a software system, some software process models are present. These process models basically analyze the system based 
on certain metrics. The accuracy and the reliability of these system based on the input values pass to the system. The reliability of 
the data depends on the source of the data collection. In this work, reliability of such data metrics is been defined under the 
developer perspective. A questionnaire will be defined to analyze the developer contribution and the commitment to provide 
effective input to the system. At the initial stage an improved survey based system will be defined under the heading of software 
type and the criticality. Based on the vector different weightage will be assigned to different parameters. Once the dataset is 
obtained, a game theory based analysis will be performed to identify the criticality vectors and their impact on the process model. 
The presented system will perform the effective analysis so that the reliability vector will be defined with the data collection so that 
secure reliability measures will be conducted. 

A. Sources Of Data 
All the knowledge required for the requirement analysis can be studied by the following approaches. 
Study the available literature on Requirement Analysis. Most of the available resources of requirement analysis are used by some of 
the available projects and the research work. 
A questionnaire approach can be performed against the different kind of stakeholders and performing a requirement acquisition. A 
case study can be performed on study the already running projects and approaches in the company. 
 
B. Research Design 
 The first stage of the work is to perform a survey so that the quantitative analysis on the factors that affect the reliability can be 
analyzed and relative effective decision will be drawn from the system. In this complete work we have studied different approaches 
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of requirement gathering by using 

Survey 

Interview 

Schedule 
C. Game Theory 
Game theory can be defined as a study of mathematical models about conflict and cooperation between rational decision-makers. 
Game theory using mathematical technique was designed to analyze situations when more than 2 parties should make a decision 
which will have an effect on their own interest under various possibilities of cooperation or conflict. This theory was first introduced 
in 1944 by a physicist and mathematician, Jon von Neumann and economist Oskar Morgenstern.  A game consists of player (at least 
2 players), player’s strategy, outcome of decision, and payoff, numerical value of the outcome. Outcome is dictated by who selects 
which strategy. Therefore, each competitor should select a strategy which can maximize his or her own interest (performance) no 
matter what strategy other competitor(s) will employ.   

D. Tool 
Java was designed to meet all the real world requirements with its key features, which are explained in the following paragraph. 

SIMPLE AND POWERFUL 
SECURE 
PORTABLE 

 
MALAB 

MATLAB is a high-level language and interactive environment that enables you to perform computationally intensive tasks faster 
than with traditional programming languages such as C, C++, and FORTRAN. 

Introduction and Key Features 
Developing Algorithms and Applications 
Analyzing and Accessing Data 
Visualizing Data 
Performing Numeric Computation 
Publishing Results and Deploying Applications 
MATLAB provides a number of features for documenting and sharing your work. You can integrate your MATLAB code with 
other languages and applications, and distribute your MATLAB algorithms and applications. 

III. RESULT AND ANALYSIS 
Here, we present the survey results obtained from different personnel (professionals, practitioners) of different software 
organizations. 

Defect Density Per Module 95.1 4.9 0 
Defect Management Ratio 92.7 4.9 2.4 
Defect Discovery Ratio 63.4 36.6 0 
Requirement Change Ratio 78.0 22.0 0 
Requirement Implementation ratio 56.1 44 0 
Coding Standard 75.6 24.4 0 
Process Improvement Impact 63.4 36.6 0 
Manpower effect 82.9 14.6 2.4 
Defect correction Time 39.0 56.1 4.9 



www.ijraset.com                                                                                                            Volume 3 Issue VI, June 2015 
IC Value: 13.98                                                                                                              ISSN: 2321-9653 

International Journal for Research in Applied Science & Engineering 
Technology (IJRASET) 

©IJRASET 2015: All Rights are Reserved 
803 

Review Time 56.1 43.9 0 
Delivery Ratio 75.6 24.4 0 
Each person Productivity 75.6 24.4 0 
Reuse Ratio 65.9 31.7 2.4 
Size effect 82.9 14.6 2.4 
Module reuses ratio 85.7 11.9 2.4 

Table 1. Survey Results 

The analysis of collected data through the survey results is very important and difficult task. We have collected a lot of data during 
the survey, which has a direct or indirect relationship with our research area. We have analyzed the collected data from the survey 
and extract the most relevant data to our research questions. The results obtained from the survey questionnaire regarding use of 
Defect Reports for improving Software Processes are presented in above section. Furthermore, this section presents the analysis of 
results of survey questionnaire according to the flow of research questions. Data shown in table 2 in the form of 1-5 Rating. Rating 1 
is given to Values between 1-20; Rating 2 is given to values between 21 to 40 and so on. 

 
Defect Density Per Module 5 
Defect Management Ratio 5 
Defect Discovery Ratio 4 
Requirement Change Ratio 4 
Requirement Implementation ratio 3 
Coding Standard 4 
Process Improvement Impact 4 
Manpower effect 5 
Defect correction Time 2 
Review Time 3 
Delivery Ratio 4 
Each person Productivity 4 
Reuse Ratio 4 
Size effect 5 
Module reuses ratio 5 

Table 2. Factor Rating 
The result analysis will be performed in the form of graphs. This experimental result shows the software reliability under the 
different factor of software reliability. 

 
Figure 1.  Analysis of defect density per module 
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Figure 2.  Analysis defect management ratio 

 

Figure 3. Analysis of both strategies 

 

Figure 4. Analysis of defect density per module (defect density vs. defect management) 

 

Figure 5.  Analysis of defect management (density vs. defect management) 

Here figure 1, 2, 3, 4, 5  is showing the between game theory combination and the response time. Here x axis represent game theory 
combination and y axis represents the ratio. These graphs show that the reliability factor effect reliability of the software in the 
higher value shows higher effect. 
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